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ABSTRACT

*The project entitled Information hiding for Multimedia Application is the application developed to embed a doc file in another video or text or audio signal using java technology. It is concerned with embedding information in an innocuous cover Speech in a secure and robust manner. This system makes the Files more secure by using the concepts Steganography .*

*Steganography, is the art of hiding messages inside other messages such that the very existence of the message is unknown to third party. The goal of cryptography is to make data unreadable by a third party, the goal of Steganography is to hide the data from a third party through the use of advanced computer software, authors of images and software can place a hidden trademark in their product, allowing them to keep a check on piracy. This is commonly known as watermarking. Hiding serial numbers or a set of characters that distinguishes an object from a similar object is known as finger printing. Together, these two are intended to fight piracy. The latter is used to detect copyright violators and the former is used to prosecute them. But these are only examples of the much wider field of Steganography.*

*Steganography is the art of hiding information in ways that prevent the detection of hidden messages. Steganography, derived from Greek, literally means “****covered writing****.” It includes a vast array of secret communications methods that conceal the message’s very existence. These methods include invisible inks,microdots, character arrangement, digital signatures,covert channels, and spread spectrum communications.*

*BPCS-Steganography (Bit-Plane Complexity Segmentation Steganography) is a type of digital steganography. Digital steganography can hide confidential data (i.e., secret files) very securely by embedding them into some media data called "vessel data." The vessel data is also referred to as "carrier, cover, or dummy data". In BPCS-Steganography true color images (i.e., 24-bit color images) are mostly used for vessel data*
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